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By 2020 B o
o S 15%

of digital businesses

will suffer major service
failures due to the inability
of IT security teams to
manage digital risk

of all apps leak unencrypted
sensitive data over networks

27%

of all apps have atleast one
high-risk security or privacy flaw

40 million

was attacked, incurring

loss of customer accounts hacked
$ 37 billion and costed more $100
D= | ‘ _ ~ million in direct costs

- Sabre System - Target

326 TB 240,000 375,000

of threat samples Malicious website accesses Network intrusion attempts
Blocked per minute Resisted per minute

416.000

hours of threat research Intrusion prevention - Botnet C&C attempts
globally per year g rules per week thwarted per minute

Source: Fortinet

RISK LANDSCAPE

Increasingly enterprises face a lot of risks from their current security posture.
Here are some of the internal/external factors that compound the bigger issue
at hand.
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Physical )Ci Third-party Security = Legal and
environment suppliers and \ and privacy —Ep regulatory
vendors { -
Data and Change Internal Infrastructure
application management employees

Less than 10,000 .
records to 50,000

Source: Fortune Group

WHY ENTERPRISES NEED PROACTIVE
THREAT INTELLIGENCE AND MITIGATION?

Enterprises need a new age, proactive engagement model that would help them
capitalize on digital technologies improving customer experiences
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To detect and Real-time defense and Mine volumes of data Penetration tests to
resolve targeted threat-intelligence to and enable intelligent and ensure the health of data
advanced threats secure brand reputation actionable cyber response networks and IT assets

Planned cybersecurity 51 o/ o o
o wC, an !

October 5, 2016

spending will increase to

ACCELERATING MSSP ADOPTION

IN ENTERPRISES \

Enterprises are making cybersecurity a priority despite many
the necessary in-house capabilities
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of enterprises use a = Congratulations on your decision to invest

Managed Security Services in Palo Alto Technologies, the best ?

Provider (MSSP) for highly =~ NextGen Security Platform on the plcmet

technical initiatives such f’

as Authentication, _

Data loss prevention, Now, choose a competent managed '

Threat Intelligence security services promder to help you

and IAM. accelerate your busi ‘
. .

Source: PwC, ClO and CSO, The Global State of
Information Security® Survey 2017, October 5, 2016
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MOVATE AND PALO ALTO,
A SUCCESSFUL 5+ YEAR JOURNEY

5+ Years of - T5+ 40+ . 80+ 40+

techsupport | Professiondls @ Engineers @ Clients ~ Movate Clients
experience . supporting Palo | PCNSE .~ Managed . are using Palo Alto
with Palo Alto | Alto networks . certified . infrastructure | technologies

Movate provides tech support for all |

RMA Support

MANAGED SECURITY SERVICES

ENDPOINTS
Critical endpoints, DLP

SECURITY OBJECTS RED TEANN
Firewalls / IPS / APT Continuous threat
Protection/White label services ® SecureSolve identification

CRITICALDATACENTEROBJECTS o Y CRITICALUSER BASE
Instances on Cloud, EC2, S3, ' CXOs, Board members, JVV members,
RDS, Critical Servers SGCU reWatch Secu reAnql\/se Top Mgmt, laptops, smartphones,

tablets
CRITICALCLOUD INSTANCES CRITICALAPPLICATIONS

Instances on Cloud, . Based on business
EC2. S3, RDS M-CAMi Framework: Monitor (M), Contain (C mpact, 1AM

Analyze (A), l\/Iitigate (l\/Il)

COMBAT CYBER THREAT WITH OUR
THREAT INTELLIGENCE, DETECTION,
PROTECTION AND REMEDIATION SERVICES

Key Benefits
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80% of . T0% of . Cyber . Compliance : Gain deep . Achieve
cyber-attacks | vulnerabilities . threat-free | with . securityinsights | continuous
are detected . in security . enterprise . regulatory . across . protection and
early on and . landscape . standards . Infrastructure . compliance
prevented . detected and . and Applications

. rectified : : :

KEY ANALYST RECOGNITIONS
AND ACCOLADES

FORRESTER
HfS Research recognized Movate as a Forrester recognized Movate as a
“High Performers” in Managed Security “Key Player” in Vendor Landscape for
Services Managed Security Services
%Nelsqﬂg_lmjﬁllnl‘ %Nelsogﬂgll
NelsonHall recognized Movate as a NelsonHall recognized Movate
‘Leader’ in Managed Security Services as a ‘Leader’ in loT Infrastructure
(Offshore Focused) ? Security

THE WAY FORWARD

Now, combat cyber threat with Movate’s Threat Intelligence,
Detection, Protection and Remediation services.

A movcte

ABOUT MOVATE : Movate, formerly CSS Corp, is a digital technology and customer experience services company committed to disrupting the industry with boundless agility, human-centered
innovation, and a relentless focus on driving client outcomes. Recognized as one of the most awarded and analyst-accredited companies in its revenue range, Movate helps ambitious, growth-
oriented companies across industries stay ahead of the curve by leveraging its world-class talent of over 11,700+ full-time Movators across 20 global locations and a gig network of thousands
of technology experts across 60 countries, speaking over 100 languages.

For more information, please send a mail to info@movate.com or visit www.movate.com Copyright © 2022 Movate Inc. All Rights Reserved




